DEPARTMENT OF THE INTERIOR
Bureau of Indian Affairs
25 CFR Part 169
[156A2100DD/AACKC001030/AO5A01010.999900 253G]
RIN 1076–AF20
Rights-of-Way on Indian Land
AGENCY: Bureau of Indian Affairs, Interior.
ACTION: Final rule; extension of effective date and compliance date.
SUMMARY: The Bureau of Indian Affairs (BIA) is announcing the extension of the effective date of the final rule published November 19, 2015 governing rights-of-way on Indian land, which was scheduled to take effect on December 21, 2015. Tribes and industry have requested additional time to prepare for implementation of the rule. The final rule will now take effect on March 21, 2016. The BIA is also announcing an extension of the compliance date by which documentation of past assignments must be submitted from the originally stated date of April 18, 2016 to July 17, 2016. The final rule comprehensively updates and streamlines the process for obtaining Bureau of Indian Affairs (BIA) grants of rights-of-way on Indian land and BIA land, while supporting tribal self-determination and self-governance.
DATES: The effective date of the final rule published on November 19, 2015 (80 FR 72492) is extended until March 21, 2016. The compliance date for submission of documentation of past assignments is extended until July 17, 2016.
FOR FURTHER INFORMATION CONTACT: Ms. Elizabeth Appel, Director, Office of Regulatory Affairs & Collaborative Action, (202) 273–4680; elizabeth.appel@bia.gov.
SUPPLEMENTARY INFORMATION: On November 19, 2015, BIA published a final rule addressing rights-of-way on Indian land and BIA land. See 80 FR 72492. Since publication, BIA has received comments from tribes and industry requesting an extension of the effective date of the rule in order to provide additional time to prepare for implementation to ensure compliance. This document extends the effective date of the final rule to March 21, 2016, and likewise extends the deadline for providing BIA with documentation of past assignments to July 17, 2016. The substance of the rule remains unchanged.
The BIA has determined that the extension of the effective date and compliance date without prior public notice and comment is in the public interest because it would allow more time for the public to comply with the rule and for BIA to implement the rule. This is a rule of agency procedure or practice that is exempt from notice and comment rulemaking under 5 U.S.C. 553(b)(A).
Correction
In FR Rule Doc. No. 2015–28548, published November 19, 2015, at 80 FR 72492, make the following corrections:
1. On page 72357, in the center and right columns, in revised § 169.7, remove the date “December 21, 2015” wherever it appears and add in its place “March 21, 2016”.
2. On page 72357, in the right column, in paragraph (d) of revised § 169.7, remove the date “April 18, 2016” and add in its place “July 17, 2016”.
Dated: December 14, 2015.
Kevin K. Washburn,
Assistant Secretary—Indian Affairs.
[FR Doc. 2015–31892 Filed 12–18–15; 8:45 am]
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32 CFR Part 311
Privacy Act; Implementation
AGENCY: Office of the Secretary, DoD.
ACTION: Final rule.
SUMMARY: The Office of the Secretary of Defense (OSD) is amending its regulations to exempt portions of a system of records from certain provisions of the Privacy Act. Specifically, the Department proposes to exempt portions of DMDC 16 DoD, entitled “Identity Management Engine for Security and Analysis (IMESA)” from one or more provisions of the Privacy Act because of criminal, civil, and administrative enforcement requirements. In 2008, the U.S. Congress passed legislation that obligated the Secretary of Defense to develop access standards for visitors applicable to all military installations in the U.S. The Department of Defense (DoD) developed a visitor system to manage multiple databases that are capable of identifying individuals seeking access to DoD installations who may be criminal and/or security threats. The purpose of the vetting system is to screen individuals wishing to enter a DoD facility, to include those who have been previously given authority to access DoD installations, against the FBI National Crime Information Center (NCIC) Wanted Person File. The NCIC has a properly documented exemption rule and to the extent that portions of these exempt records may become part of IMESA, OSD hereby claims the same exemptions for the records as claimed at their source (JUSTICE/FBI–001, National Crime Information Center (NCIC)).
DATES: Effective Date: This rule is effective January 20, 2016.
FOR FURTHER INFORMATION CONTACT: Ms. Cindy Allard, (571) 372–0461.
SUPPLEMENTARY INFORMATION: The proposed rule was published in the Federal Register on February 27, 2014 (79 FR 11048–11050, Docket ID: DoD–2014–OS–0024). One comment was received. The writer raised a number of personal concerns (issues with neighbor, banking, and family). The issues identified have no relevance to the proposed exemption of the Identity Management Engine for Security and Analysis (IMESA) from portions of the Privacy Act.
Additionally, the title of the system has been changed from Interoperability Layer Service (IoLS) to Identity Management Engine for Security and Analysis (IMESA). This title change is reflected in the final rule.
Executive Order 12866, “Regulatory Planning and Review” and Executive Order 13563, “Improving Regulation and Regulatory Review”
It has been determined that this rule is not a significant rule. This rule does not:
1. Have an annual effect on the economy of $100 million or more or adversely affect in a material way the economy; a sector of the economy; productivity; competition; jobs; the environment; public health or safety; or State, local, or tribal governments or communities; (2) Create a serious inconsistency or otherwise interfere...